
《資安鑑識課程-系列Ⅰ初級課程：

黑白帽駭客 DEBUG的思維解析與網站攻防》

課程表

課程簡介
1. 2025 十大資安議題排行榜 - OWASP Top 10
2. 網站資安的根基 – 網站元件與安全基礎
3. 黑白帽駭客DEBUG
4. 駭客攻擊與防禦手段

- SQL injection 系列

- XSS 系列

5. 網站安全控管機制 - 認證&授權
6. HASH 加密演算法

主辦：社團法人台灣E化資安分析管理協會

時間：2026年 2月 13日（星期五）

地點：線上課程

費用：會員（新臺幣 800元）、非會員（新臺幣 1,000元）

時間 主題 講師

08:30-09:00 報到

09:00-12:00

3小時

(休息時間：

10:20-10:40)

主題一：黑白駭客攻防與DEBUG
內　容：

1.網站知識大補帖：網站的構造與運作

2.網站服務的根基：資料庫介紹與操作

3.駭客的善與惡

4.伺服器危機四伏：SQL injection 從認識到

防禦

5.網頁的文字遊戲與駭客思維

6.披著羊皮的狼：XSS 攻擊與防禦

ASMPT

（ASM Pacific

Technology）

吳嘉玲 講座

12:00-13:00 午餐時間

13:00-16:00

3小時

     (休息時間:

14:20-14:40)

主題二：網站風險與安全須知

內　容：

1.2025 風險排行：OWASP Top 10 

2.安全的帳號登入認證管理機制

3.捍衛個資隱私的武器：HASH機制的運用

4.制敵機先：網站安全提前佈署與設計

ASMPT

（ASM Pacific

Technology）

吳嘉玲 講座


